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I. Audited Financial Statement 
The Accountant and Auditor prepare for the external audit which will be reviewed and certified by the External Auditor.

The FHA II External Auditor is: LEONILO A. CELECIOS, CPA

The preparation for the external audit will begin at the end of December of every fiscal year and will be finished and filed with Bureau of Internal Revenue (BIR) and Department of Human Settlement and Urban Development (DHSUD) on or before April 15 of each year. 

A copy will be made available to the Homeowners after the filing of the Financial Statements in DHSUD and BIR. 

II. Audit Control Enhancements Implemented in 2023

Audit Financial Controls in Place
1. The Post-audit of disbursements is conducted by the auditor, weekly or fortnightly.
2. The Review of Financial Reports is performed by the auditor for the purpose of fraud prevention and data integrity:
List of Financial Reports
a. Monthly Bank Reconciliation - the accountant sends a monthly report to the treasurer and auditor.
b. Cash Position and Collection Reports - the accountant sends the report to the president, treasurer, and auditor.
c. Disbursement Reports - the accounting staff sends the report to the auditor.
d. Construction Expense Reports - the accounting staff sends the report to the auditor. 
3. List of Financial Activities that go through Financial Controls
a. Financial Transactions
b. Purchase Requests
c. Reimbursement Requests
d. Cash Disbursement
e. Cheque Disbursement

III. Compliance Officer for Privacy (COP)
The Compliance Officer for Privacy (COP) will periodically conduct, at least annually, the following:
a. regular monitoring for security breaches and vulnerability scanning of computers;
b. check the knowledge of PIPs in data breach management and escalation protocol in response to security incidents;
c. regular review and testing of the effectiveness of policies and procedures; and
d. evaluation of the effectiveness of the security measures.
e. The FHA II Administration Office will maintain a log of personal data breaches to be reported at the monthly BOG meeting, if applicable. The log will contain the following information: (a) the facts surrounding the incident; (b) the effects of such incident; (c) the remedial action taken by the security incident response team; and (d) the information risk classification.

IV. Controls and Conduct Training
The FHA II Personnel will be administered and provided the following resources for the purpose of fraud prevention:
· Information Security Protection and Records Management
· Professional Conduct and Ethics
· Data Privacy Training
· Fraud Prevention
· Employee Handbook 
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